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Introduction

This document describes the steps for Google Workspace (previously known as G Suite) and
Gmail integration with Cisco Secure Email for inbound and outbound email delivery. This
document applies to on-premises hardware, virtual Cisco Secure Email Gateway, and Cisco
Secure Email Cloud Gateway.

Prerequisites

Requirements

Cisco recommends that you have the knowledge and administrative access to your environment:

Cisco Secure Email●

CLI access to your Cisco Secure Email Gateway or Cisco Secure Email Cloud Gateway
environment Cisco Secure Email Cloud Gateway? Click here for more information on CLI
access

●

Google Workspace and Gmail●

SMTP●

DNS●

For Cisco Secure Email Cloud Gateway, your welcome letter includes your host and IP information
needed throughout this document. If you have not received or do not have a copy of the welcome
letter, please contact ces-activations@cisco.com with your name, contact information, company
name, and domain name.

https://docs.ces.cisco.com/docs/ces-customer-cli-access
https://docs.ces.cisco.com/docs/ces-customer-cli-access
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